Centar kompetencija d.o.o.
za istrazivanje i razvoj

Vinkovei, Glagoljaska 27
OIB: 91571971823



Na temelju ¢lanaka 25. Izjave o osnivanju Centra kompetencija d.0.0. za istrazivanje i razvoj (u
daljnjem tekstu: Drustvo) te sukladno Opcoj uredbi o zastiti osobnih podataka (GDPR EU 2016/679) i
Zakonu o provedbi Op¢e uredbe o zastiti osobnih podataka (Narodne novine br. 42/18), direktor Drustva
16. ozujka 2023. godine donosi sljedeci

Pravilnik

o prikupljanju, obradi i zastiti osobnih podataka

I. Opce odredbe
Clanak 1.

(1) Ovim Pravilnikom Drustvo sukladno Opc¢oj uredbi o zastiti osobnih podataka (GDPR EU
2016/679), (u daljnjem tekstu: Uredba) i Zakonu o provedbi Opce uredbe o zastiti osobnih podataka
(Narodne novine br. 42/18) ureduje se opce postupke i mjere zastite osobnih podataka koji se vode
u zbirkama osobnih podataka kojima Drustvo raspolaze.

(2) Pravilnik se primjenjuje na sve obrade osobnih podataka unutar Drustva, na temelju pravne
osnove ili privole. Pravilnik obuhvaca opée mjere zastite zbirki osobnih podataka tijekom njihovog
prikupljanja, obrade, pohrane, prijenosa i koristenja. Svrha Pravilnika je osigurati uskladenost
djelovanja Voditelja obrade s propisima na podrucju zaStite osobnih podataka te uspostaviti
primjerene procese zastite i upravljanja osobnim podacima zaposlenika, vanjskih suradnika i drugih
osoba ¢iji se osobni podaci obraduju.

(3) U postupku prikupljanja, obrade i zastite osobnih podataka primjenjuju se odredbe Uredbe EU
i Zakona o provedbi Opce uredbe o zastiti podataka (Narodne novine broj: 42/18) (u daljnjem
tekstu: Zakon).

(4) Prema odredbama Uredbe i Zakona Drustvo je Voditelj obrade osobnih podataka koji odreduje
svrhu i sredstva obrade osobnih podataka u skladu s nacionalnim zakonodavstvom i pravom
Europske unije.

(5) Podaci o Voditelju obrade:

Centar kompetencija d.o.o. za istrazivanje i razvoj
Glagoljaska 27

32 100 Vinkoveci

Telefon: 032/200 867

e - mail: cekom@cekom.hr

Clanak 2.

Pojmovi koji se koriste u Pravilniku, a imaju rodni znacaj, bez obzira na to koriste li se u muskom ili
Zenskom rodu, obuhvacaju na jednak na¢in muski i Zenski rod.

U skladu s Uredbom pojedini izrazi u ovom Pravilniku imaju sljedece znacenje:

- Osobni podatak je svaki podatak koji se odnosi na pojedinca ¢iji se identitet utvrden ili se
moze utvrditi (,,ispitanik*); pojedinac ¢iji se identitet moze utvrditi jest osoba koja se moze
identificirati izravno ili neizravno, osobito uz pomo¢ identifikatora kao Sto su ime,
identifikacijski broj, podaci o lokaciji, mrezni identifikator ili uz pomo¢ jednog ili vise



¢imbenika svojstvenih za fizi¢ki, fizioloski, genetski, mentalni, ekonomski, kulturni ili socijalni
identitet tog pojedinca.

- Obrada je svaki postupak ili skup postupaka koji se obavljaju na osobnim podacima ili
skupovima osobnih podataka, bilo automatiziranim ili neautomatiziranim sredstvima kao 3to
su prikupljanje, biljezenje, organizacija, strukturiranje, pohrana, prilagodba ili izmjena,
pronalazenje, obavljanje uvida, uporaba, otkrivanje prijenosom, $irenjem ili stavljanjem na
raspolaganje na drugi nacin, uskladivanje ili kombiniranje, ograniavanje, brisanje ili
unistavanje.

- Sustav pohrane je svaki strukturirani skup osobnih podataka dostupnih prema posebnim
kriterijima, bilo da su centralizirani, decentralizirani ili rasprSeni na funkcionalnoj ili
zemljopisnoj osnovi.

- Voditelj obrade je svaka fizicka ili pravna osoba, tijelo javne vlasti, agencija ili drugo tijelo
koje samo ili zajedno s drugima odreduje svrhe i sredstva obrade osobnih podataka: kada su
svrhe i sredstva takve obrade utvrdeni pravom Unije ili pravom drzave ¢lanice, voditelj obrade
ili posebni kriteriji za njegovo imenovanje mogu se predvidjeti pravom Unije ili pravom drzave
¢lanice.

- Izvrsitelj obrade je svaka fizicka ili pravna osoba, tijelo javne vlasti, agencija ili drugo tijelo
koje obraduje osobne podatke u ime Voditelja obrade.

- Primatelj je svaka fizicka ili pravna osoba, tijelo javne vlasti, agencija ili drugo tijelo kojemu
se otkrivaju osobni podaci neovisno o tome je li on treca strana.

- Treéa strana je svaka fizicka ili pravna osoba, tijelo javne vlasti, agencija ili drugo tijelo koje
nije ispitanik, voditelj obrade, izvrsitelj obrade ni osobe koje su ovlastene za obradu osobnih
podataka pod izravnom nadlezno3¢u voditelja obrade ili izvrSitelja obrade.

- Privola ispitanika je svako dobrovoljno, posebno, informirano i nedvosmisleno izrazavanje
zelja ispitanika kojim ispitanik izjavom ili jasnom potvrdnom radnjom daje pristanak na obradu
osobnih podataka koji se na njega odnose.

- Povreda osobnih podataka je svako krSenje sigurnosti koje dovodi do slucajnog ili
nezakonitog uniStenja, gubitka, izmjene, neovlastenog otkrivanja ili pristupa osobnim
podacima koji su preneseni, pohranjeni i/ili na drugi na¢in obradeni.

II. Obrada osobnih podataka
Clanak 3.

(1) Osobne podatke fizickih osoba Drustvo obraduje zakonito, poSteno i transparentno s obzirom na
prava ispitanika.

(2) Osobni podaci prikupljaju se u posebne, izricite i zakonite svrhe, te se ne obraduju na nacin koji nije
u skladu sa tako odredenom svrhom. Osobni podaci uzimaju se neposredno od ispitanika usmeno i/ili
pisanim putem ili iz drugih izvora.

(3) Prikupljaju se i obraduju samo osobni podaci koji su primjereni, relevantni i ograni¢eni na ono sto
je nuzno s obzirom na svrhu za koju se obraduju.



(4) Osobne podatke koje DruStvo obraduje su to¢ni te se po potrebi azuriraju. Osobni podaci koji nisu
tocni bez odlaganja se brisu ili ispravljaju.

(5) Drustvo osobne podatke obraduje isklju¢ivo na nacin kojim se osigurava odgovarajuca sigurnost
osobnih podataka, ukljuCujuci zastitu od neovlastene ili nezakonite obrade te od slu¢ajnog gubitka,
unistenja ili o§tecenja primjenom odgovarajuéih tehnickih ili organizacijskih mjera.

(6) Drustvo osobne podatke ¢uva samo onoliko dugo koliko je potrebno u svrhe radi kojih se osobni
podaci obraduju. Iznimno, osobni podaci mogu se pohraniti i na dulja razdoblja, ali samo ako ¢e se isti
obradivati isklju¢ivo u svrhe arhiviranja u javnom interesu, u svrhe znanstvenog istraZivanja ili u
statisticke svrhe.

(7) Svaka organizacijska jedinica duzna je osigurati pridrzavanje dolje navedenih nacela unutar vlastite
domene i prilikom obrade osobnih podataka za koje je organizacijska jedinica voditelj obrade.

II1. Nacela obrade osobnih podataka

Clanak 4.
Voditelj obrade osobne podatke obraduje u skladu sa sljede¢im nac¢elima:

e zakonitost,

e toCnost,

e svrhovitost,

e trajnost,

e sigurnost i

e transparentnost.

Zakonitost

Nacelo zakonitosti podrazumijeva obradivanje osobnih podataka ispitanika sukladno vaze¢im zakonima
i podzakonskim propisima te uvazavajuéi sva prava ispitanika.

Toénost

Nacelo to¢nosti podrazumijeva da osobni podaci moraju biti tocni i prema potrebi azurni. Mora se
poduzeti svaka razumna mjera radi osiguravanja da se osobni podaci koji nisu to¢ni, uzimajuci u obzir
svrhe koje se obraduju, bez odlaganja izbriSu ili isprave. Voditelj obrade osigurava primjenu nacela
to¢nosti na nacin da ispitanik moze zatraziti ispravak podataka u organizacijskoj jedinici kojoj je
dostavio osobne podatke, a ukoliko primijeti da neki od njegovih osobnih podataka nije ispravno
naveden.

Svrhovitost

Nacelo svrhovitosti podrazumijeva da osobni podaci moraju biti primjereni, relevantni i ograni¢eni na
ono 5to je nuzno u odnosu na svrhe u koje se obraduju. Osobni podaci moraju biti prikupljeni u posebne
izricite i zakonite svrhe te se dalje ne smiju obradivati na na¢in koji nije u skladu s tim svrhama. Iznimno,
daljnja obrada u svrhe arhiviranja u javnom interesu, ili u statisticke svrhe ne smatra se neuskladenom
s prvotnim svrhama.

Trajnost

Nacelo trajnosti podrazumijeva da osobni podaci moraju biti ¢uvani u obliku koji omoguéuje
identifikaciju ispitanika samo onoliko dugo koliko je potrebno da se zadovolji svrha zbog koje su podaci



prikupljeni. Osobni podaci mogu se pohraniti na dulja razdoblja ukoliko je isto zakonskim aktima
propisano.

Sigurnost

Nacelo sigurnosti podrazumijeva da osobni podaci moraju biti zasticeni od neovlastenog pristupa i
uporabe, gubitka, unistenja ili ostecenja primjenom odgovarajucih tehnickih ili organizacijskih mjera.

Transparentnost

Nacelo transparentnosti podrazumijeva da ¢e Voditelj obrade prilikom prikupljanja osobnih podataka
pruziti ispitaniku sve potrebne informacije i na zahtjev osigurati ispitaniku uvid u njegove podatke,
obrazloZenje obrade, temelj i zakonitost obrade i sli¢no.

Clanak 5.
Drustvo obraduje osobne podatke samo ako je ispunjen jedan od sljede¢ih uvjeta:

da je ispitanik dao privolu za obradu svojih osobnih podataka u jednu ili vise posebnih svrha,
da je obrada nuzna za izvrSavanje ugovora kojih je ispitanik stranka,

da je obrada nuzna radi postovanja pravnih obveza Voditelja obrade,

da je obrada nuzna kako bi se zastitili kljuéni interesi ispitanika ili druge fizi¢ke osobe,

da je obrada nuzna za izvrSavanje zadace od javnog interesa ili pri izvrSavanju sluzbene
ovlasti Voditelja obrade,

e da je obrada nuzna za potrebe legitimnih interesa Voditelja obrade ili trece strane, osim kad
su od tih interesa jaci interesi ili temeljna prava i slobode ispitanika koji zahtijevaju zastitu
osobnih podataka, osobito ako je ispitanik dijete.

Clanak 6.
Drustvo prikuplja i obraduje sljedece skupine i vrste osobnih podataka:

e ime i prezime, adresa, osobni identifikacijski broj (OIB), datum i godina rodenja, spol, broj
telefona/mobitela, e-posta, informacije o vrsti ugovornog odnosa i sadrzaju, i drugi podaci
koji su posebnim propisima propisani kao nuzni radi zasnivanja i ostvarivanja prava iz
radnog odnosa te prava iz drugih ugovornih odnosa, kao i zbog prijave zaposlenika na
mirovinsko i zdravstveno osiguranje,

e ostale osobne podatke koje zaposlenici, poslovni partneri, korisnici usluga, sudionici
natje¢aja za zasnivanje radnog odnosna ili tree osobe stavljaju na znanje prilikom
zasnivanja i trajanja radnog odnosa ili drugog ugovornog odnosa, kao 5to su identifikacijski
podaci (ime i prezime, OIB, ostali podaci s osobne iskaznice i sli¢no), kontakt podaci
(adresa, broj telefona/mobitela, adresa e — poste i sli¢no), bankovni podaci (broj ra¢una,
banka, vrsta kartice i sli¢no), podaci o stru¢noj spremi i obrazovanju (struéna sprema, druga
znanja, podaci o tituli i sli¢no).

Clanak 7.

(1) Osobni podaci koji se obraduju bit ¢e koristeni u svrhu kako slijedi:

e Prijavana HZZ i HZZMO,
e Evidencija radnika,
e Obracun place,



Obrada narudzbe — isporuka/izvrSenje roba i/ili usluga,
lzdavanje racuna,

Pla¢anje racuna,

Kontakt.

(2) Pravni temelji za obradu osobnih podataka su sljedeci:

* Pravna obveza Voditelja obrade podataka koja obveza se temelji na odredbama Zakona o
radu (Narodne novine broj; 93/14, 127/17, 98/19, 151/22, 64/23), Zakona o obveznim
odnosima (Narodne novine broj: 35/05, 41/08, 125/11. 78/15, 29/18, 126/21, 114/22,
156/22), Zakona o racunovodstvu (Narodne novine broj; 78/15, 134/15, 120/16, 116/18,
42/20, 47/20, 114/22, 82/23), Zakona o porezu na dodanu vrijednost (Narodne novine broj;
73/13, 99/13, 148/13, 153/13, 143/14, 115/16, 106/18, 121/19, 138/20, 39/22, 113/22,
33/23) Zakona o zastiti na radu (Narodne novine broj; 71/14, 118/14, 154/14 ,94/18,96/18),
Zakona o zastiti od pozara (Narodne novine broj: 92/10, 114/22) te drugih vazeéih
zakonskih i podzakonskih propisa.

Privola ispitanika.

Ugovorni odnos,

Zastita zivotno vaznih interesa osoba,

Legitiman interes.

(3) Osobne podatke obradujemo dok se ne ispuni svrha obrade osobnih podataka. Nakon prestanka svrhe
u koju su prikupljeni, Vase osobne podatke vise ne koristimo, te isti ostaju u nasem sustavu pohrane i
¢uvamo ih koliko nas obvezuju vazeci zakonski i podzakonski propisi.

V. Privola i prava ispitanika u vezi privole
Clanak 8.

(1) Privola kojom ispitanik daje Drustvu pristanak na obradu osobnih podataka koji se na njega odnose
je dobrovoljna, u pisanom obliku, lako razumljivog, jasnog i jednostavnog jezika s jasno naznaéenom
svrhom.

(2) Privola ispitanika se moze u svakom trenutku povuci te se ispitanika o tome prije davanja privole
pisano i/ili usmeno obavjeStava. Povlacenje privole ispitanik je ovlasten dati na jednostavan naéin, na
koji je privola i dana. Povlacenje privole ne utjece na zakonitost obrade na temelju privole prije njezina
povlacenja.

(3) Prilikom prikupljanja osobnih podataka od ispitanika Drustvo na odgovarajuci na¢in (usmeno ili
pisanim putem) ispitaniku pruza informacije svrsi obrade, pravnom temelju obrade, razdoblju u kojem
¢e podaci biti pohranjeni, pravu ispitanika na pristup, ispravak ili brisanje osobnih podataka, pravu na
ulaganje prigovora i dr.

(4) U sluéaju da se podaci ne prikupljaju izravno od ispitanika, uz navedene podatke navodi se i izvor
osobnih podataka.

Clanak 9.

Pravo na ispravak

(1) Ispitanik ima pravo bez nepotrebnog odgadanja ishoditi od Voditelja obrade ispravak neto¢nih
osobnih podataka koji se na njega odnose.

(2) Uzimajuéi u obzir svrhe obrade, ispitanik ima pravo dopuniti nepotpune osobne podatke, medu
ostalim i davanjem dodatne izjave.



Pravo na brisanje

Ispitanik ima pravo od Voditelja obrade ishoditi brisanje osobnih podataka koji se na njega odnose, a
Voditelj obrade je obvezan obrisati osobne podatke bez nepotrebnog odgadanja ako je ispunjen jedan od
slijedecih uvjeta:

e osobni podaci viSe nisu nuzni u odnosu na svrhe za koje su prikupljeni ili na drugi na¢in
obradeni,

e ispitanik povuce privolu na kojoj se obrada temelji, a ne postoji druga pravna osnova za
obradu,

¢ ispitanik uloZi prigovor na obradu, a legitimni razlozi za realizaciju prava na brisanje
imaju vecu tezinu od legitimnog interesa Voditelja obrade za obradu i/ili ¢uvanje osobnih
podataka,

e osobni podaci su nezakonito obradeni,
osobni podaci moraju se brisati radi postivanja pravne obveze.

Pravo na ogranienje obrade
Ispitanik ima pravo od Voditelja obrade traziti ogranienje obrade u slu¢aju da;

osporava to¢nost osobnih podataka,

kada smatra da je obrada nezakonita te se protivi brisanju osobnih podataka i umjesto toga
trazi ogranicenje njihove upotrebe,

kada Voditelj obrade viSe ne treba osobne podatke za potrebe obrade, te

u slucaju kada je ispitanik ulozio prigovor na obradu i o¢ekuje potvrdu nadilaze li
legitimni razlozi Voditelja obrade razloge ispitanika.

Pravo na prenosivost podataka

Ispitanik ima pravo zaprimiti osobne podatke koji se odnose na njega, a koje je pruzio Voditelju obrade
u strukturiranom. uobicajeno upotrebljavanom i strojno Citljivom formatu te ima pravo prenijeti te
podatke drugom Voditelju obrade. Potrebno je uzeti u obzir da se pravo prijenosa odnosi isklju¢ivo na
osobne podatke ispitanika.

Pravo na prigovor

(1) Ispitanik ima pravo na temelju svoje posebne situacije u svakom trenutku uloziti prigovor na obradu
osobnih podatka koji se odnose na njega. Voditelj obrade u takvoj situaciji vise ne smije obradivati
osobne podatke osim ako dokaze da postoje uvjerljivi legitimni razlozi za obradu koji nadilaze interese,
prava i slobode ispitanika ili radi postavljanja, ostvarivanja ili obrane pravnih zahtjeva.

(2) Ukoliko se osobni podaci obraduju za potrebe izravnog marketinga, ispitanik u svakom trenutku ima
pravo uloziti prigovor na obradu osobnih podataka koji se odnose na njega za potrebe takvog
marketinga, $to ukljucuje izradu profila u mjeri koja je povezana s takvim izravnim marketingom.
Ako se ispitanik protivi obradi za potrebe izravnog marketinga, osobni podaci vise se ne smiju obradivati
u takve svrhe.

(3) Ispitanik ima pravo da se na njega ne odnosi odluka koja se temelji isklju¢ivo na automatiziranoj
obradi, ukljucujuéi izradu profila, koja proizvodi pravne ucinke koji se na njega odnose ili na sli¢an
nacin znacajno na njega utjeCu, osim ako je ta odluka:

e potrebna za sklapanje ili izvrSenje ugovora izmedu ispitanika i Voditelja obrade,
e dopustena zakonom,
e temeljena na izricitoj privoli ispitanika.



VI. Druga prava ispitanika
Clanak 10.

(1) Osobni podaci ispitanika su njegovo vlasnistvo i podaci koji su potrebni Voditelju obrade neophodni
su za pruzanje usluge, a ispitanici u svakom trenutku zadrzavaju odredena prava u odnosu na obrade
njihovih podataka. Voditelj obrade prikuplja i obraduje podatke samo uz postojanje navedenih
zakonitosti obrade.

(2) Drustvo ¢e na zahtjev ispitanika ili njegovog zakonskog zastupnika ili punomoc¢nika odmah, a
najkasnije u roku od mjesec dana od podnosenja zahtjeva:

e informirati o svrsi obrade njegovih osobnih podataka, kategorijama osobnih podataka koje
se obraduju, o primateljima ili kategorijama primatelja kojima su osobni podaci otkriveni
ili ¢e im biti otkriveni, predvidenom razdoblju za koje ¢e se osobni podaci Cuvati, te u
slu¢aju kad se osobni podaci ne prikupljaju od ispitanika o njihovom izvoru,

e dostaviti ispitaniku ispis osobnih podataka sadrzanih u sustavu pohrane koji se na njega
odnose,

e ispraviti neto¢ne podatke i/ili ih dopuniti,

e provesti brisanje osobnih podataka koji se odnose na ispitanika pod uvjetom da osobni
podaci vise nisu nuzni u odnosu na svrhe za koje su prikupljeni ili ako ispitanik povuce
privolu na kojoj se obrada temelji.

(3) Rok iz stavka 2. ovog ¢lanka moze se produljiti za dodatnih dva mjeseca, uzimajuci u obzir slozenost
i broj zahtjeva. Drustvo ¢e obavijestiti podnositelja zahtjeva o svakom takvom produljenju u roku od
mjesec dana od podnosenja zahtjeva kao i o razlozima za produljenje.

(4) Ako zahtjev iz stavka 2. ovog ¢lanka bude odbijen Drustvo ée najkasnije u roku od mjesec dana od
dana zaprimanja zahtjeva obavijestiti ispitanika o razlozima odbijanja istog.

Clanak 11.

Drustvo informacije pruzene u skladu s ¢lankom 10. ovog Pravilnika pruza bez naknade. Iznimno, ako
su zahtjevi ispitanika oCito neutemeljeni ili pretjerani od ispitanika ¢e se naplatiti razumna naknada
uzimajudi u obzir administrativne troskove pruzanja informacija ili obavijesti.

Clanak 12.

(1) Ispitanik koji smatra da su mu povrijedena neka prava zajam¢ena Uredbom ima pravo podnijeti
zahtjev za utvrdivanje povrede prava nadleznom tijelu.

(2) U slu¢aju povrede osobnih podataka Voditelj obrade bez nepotrebnog odgadanja i, ako je izvedivo,
najkasnije 72 sata nakon saznanja o toj povredi, obavjestava nadlezno nadzoro tijelo o povredi osobnih
podataka, osim ako nije vjerojatno da ¢e povreda osobnih podataka prouzrociti rizik za prava i slobode
pojedinaca. Ako obavijest nije dostavljena unutar 72 sata, ista mora sadrzavati razloge za kaSnjenje.

(3) lzvrsitelj obrade bez nepotrebnog odgadanja izvjescuje Voditelja obrade nakon $to sazna za povredu
osobnih podataka.

(4) Obavijest iz stavka 2. ovog ¢lanka mora sadrzavati barem sljedece informacije:

e o prirodi povrede osobnih podataka, ukljuéujuci, ako je moguce, kategorije i priblizan broj
doti¢nih ispitanika te kategorije i priblizan broj doti¢nih evidencija osobnih podataka,



e 0o imenu i prezimenu i kontaktnim podacima sluzbenika za zaStitu podataka ili druge

e o vjerojatnim posljedicama povrede osobnih podatka,

* 0 mjerama koje je Voditelj obrade poduzeo ili predlozio poduzeti za rjeSavanje problema
povrede osobnih podataka, uklju¢uju¢i prema potrebi mjere umanjivanja njezinih moguéih
stetnih posljedica.

(5) Voditelj obrade dokumentira sve povrede osobnih podataka, uklju¢ujuéi ¢injenice vezane za povredu
osobnih podataka, njezine posljedice i mjere poduzete za popravljanje Stete.

Clanak 13.

(1) U slu¢aju povrede osobnih podataka koji ¢e vjerojatno prouzrociti visok rizik za prava i slobode
pojedinaca, Voditelj obrade bez nepotrebnog odgadanja obavjes¢uje ispitanika o povredi osobnih
podataka.

(2) Obavjescivanje ispitanika iz stavka 1. ovog ¢lanka nije obvezno ako je ispunjen bilo koji od sljedeéih
uvjeta:

¢ Voditelj obrade poduzeo je odgovarajuce tehnicke i organizacijske mjere zastite i te su mjere
primijenjene na osobne podatke pogodene povredom osobnih podataka, posebno one koje
osobne podatke ¢ine nerazumljivima bilo kojoj osobi koja im nije ovlastena pristupiti, kao
§to je enkripcija,

Voditelj obrade poduzeo je naknadne mjere kojima se osigurava da vise nije vjerojatno da
¢e doci do visokog rizika za prava i slobode ispitanika, time bi se zahtijevao nerazmjeran
napor. U takvom slu¢aju mora postojati javno obavjescivanje ili sli¢cna mjera kojom se
ispitanici obavjesc¢uju na jednako djelotvoran nacin.

VIIL Davanje osobnih podataka na koriStenje drugim korisnicima:

Clanak 14.
(1) Voditelj obrade se u skladu s odredbama Uredbe obvezuje postivati na¢ela obrade osobnih podataka.

(2) Osobni podaci sadrzani u zbirci daju se na koristenje na temelju pisanog zahtjeva tijelima drzavne
uprave (MF, HZMO, HZZO, HZZZ, REGOS). Za pisane upite drugih trazitelja (za potrebe banke,
statisticke svrhe ili u svrhu istrazivanja), Voditelj obrade podataka trazit ¢e pismenu privolu ispitanika.

(3) Prije davanja osobnih podataka na koristenje drugim korisnicima Voditelj obrade podataka ¢e o tome
obavijestiti ispitanika (elektronskim ili pisanim putem).

(4) O osobnim podacima koji su dani na koristenje drugom korisniku, o drugom Korisniku i o svrsi za
koju su dani podaci vodi se posebna evidencija.

(5) Ako se obrada provodi u ime IzvrSitelja obrade, Voditelj obrade koristi se jedino Izvrsiteljima obrade
koji u dovoljnoj mjeri jamc¢e provedbu odgovarajucih tehnickih i organizacijskih mjera na nacin da je
obrada u skladu sa zahtjevima iz ove Uredbe i da se njome osigurava zastita prava ispitanika.



(6) lzvrsitelj obrade ne smije angazirati drugog Izvrsitelja obrade bez prethodnog posebnog ili opéeg
pisanog odobrenja voditelja obrade.

(7) Obrada koju provodi Izvrsitelj obrade ureduje se ugovorom ili drugim pravnim aktom u skladu s
odredbama Uredbe.

VIIL. Izvrsitelj obrade

Clanak 15.

(1) Ukoliko Voditelj obrade odredi Izvrsitelja obrade, Izvrsitelj obrade je duzan:

obradivati podatke samo po nalogu Voditelja obrade,

imati potpisane izjave o povjerljivosti,

Cuvati zapise o obradi,

implementirati odgovarajucu zastitu,

dobiti privolu u slu¢aju podugovaranja,

suradivati s Voditeljem obrade kod prijave povrede, zahtjeva za pristup i procjena u¢inka
na zastitu privatnosti,

imati ugradene principe privatnosti u dizajn.

(2) Voditelj obrade obvezan je s Izvrsiteljem obrade imati pisani ugovor obradi podataka.

(3) Voditelj obrade i Izvrsitelj obrade duzni su unistiti podatke nakon proteka roka predvidenih internim
aktima Voditelja obrade, vazec¢im prisilnim propisima ili kada prestane svrha zbog koje su osobni podaci

obradivani.

IX. Sluzbenik za zasStitu osobnih podataka

Clanak 16.

(1) Direktor Drustva imenuje Sluzbenika za zastitu osobnih podataka zasebnom Odlukom te su ime i
prezime i kontakti Sluzbenika za zaStitu osobnih podataka objavljeni na sluzbenim web stranicama

Drustva.

(2) Sluzbenik za zastitu osobnih podataka ima odgovarajucu struénu spremu, te su njegove zadace

sljedece:

informiranje i savjetovanje Voditelja obrade ili IzvrSitelja obrade te zaposlenika koji
obavljaju obradu o njihovim obvezama iz Uredbe i Zakona, i drugih odredaba Unije i
nacionalnog zakonodavstva,

prati postivanje Uredbe i drugih odredaba Unije, Zakona i politika Voditelja obrade i
Izvrsitelja obrade u odnosu na zaStitu osobnih podataka, ukljucujuéi raspodjelu
odgovornosti, podizanje svijesti i osposobljavanje osoblja koje sudjeluje u postupcima
obrade te revizije,

pruzanje savjeta, kada je to zatrazeno, u pogledu procjene ucinka na zastitu podataka i
pracenje njezina izvriavanja u skladu s ¢1.35. Uredbe,

suraduje s Agencijom za zastitu osobnih podataka,

djeluje kao kontaktna tocka za Agenciju za zastitu osobnih podataka o pitanjima u pogledu
obrade.



Clanak 17.

(1) Drustvo osigurava da je Sluzbenik za zastitu podataka na primjeren nain i pravodobno ukljuéen u
sva pitanja u pogledu zastite osobnih podataka, te da su mu omogucena potrebna sredstva za izvriavanje
njegovih zadaca.

(2) Ispitanici mogu kontaktirati Sluzbenika za zaStitu podataka u pogledu svih pitanja povezanih s
obradom svojih osobnih podataka i ostvarivanja svojih prava iz ove Uredbe.

(3) Sluzbenik za zastitu podataka obvezan je Cuvati povjerljivost svih podataka i informacija koje sazna
u obavljanju svoje duznosti, a ta obveza traje i nakon prestanka obavljanja duznosti Sluzbenika za zastitu
osobnih podataka.

(4) Sluzbenik za zastitu podataka moze ispunjavati i druge zadaée i duznosti. Voditelj obrade ili Izvrsitelj
obrade osigurava da takve zadace i duznosti ne dovedu do sukoba interesa.

X. Mjere za zaStitu osobnih podataka
Clanak 18.

(1) Drustvo provodi odgovarajuce tehnicke i organizacijske mjere za omoguéavanje uéinkovite zastite
osobnih podataka od slu¢ajnog gubitka, unistenja, nedopustenog pristupa, promjene, objavljivanja ili
svake druge zlouporabe.

(2) Uzimaju¢i u obzir najnovija dostignuca, troskove provedbe te prirodu, opseg, kontekst i svrhu
obrade, kao i rizik razli¢itih razina vjerojatnosti i ozbiljnosti za prava i slobode pojedinaca, Voditelj
obrade i IzvrSitelj obrade provode odgovarajuce tehnicke i organizacijske mjere kako bi osigurali
odgovarajucu razinu sigurnosti s obzirom na rizik, uklju¢ujuéi prema potrebi:

pseudonimizaciju i enkripciju osobnih podataka,
sposobnost osiguravanja trajne povjerljivosti, cjelovitosti, dostupnosti i otpornosti sustava i
usluga obrade,

e sposobnost pravodobne ponovne uspostave dostupnosti osobnih podataka i pristupa njima
u sluéaju fizickog ili tehni¢kog incidenta,

e proces za redovito testiranje, ocjenjivanje i procjenjivanje ucinkovitosti tehnic¢kih i
organizacijskih mjera za osiguravanje sigurnosti obrade.

(3) Voditelj obrade i 1zvr3itelj obrade poduzimaju mjere kako bi osigurali da svaki pojedinac koji djeluje
pod odgovorno$cu Voditelja obrade ili Izvrsitelja obrade, a koji ima pristup osobnim podacima, ne
obraduje te podatke ako to nije prema uputama Voditelja obrade, osim ako je to obvezan uliniti prema
pravu Unije ili pravu drzave Clanice.

(4) Osobni podaci koji se pohranjuju u pisanom obliku Cuvaju se u registratorima, u zaklju¢anim
ormarima.

(5) Osobni podaci koji se pohranjuju na informatickim medijima pohranjuju se uporabom metoda i
sustava zaStite koje jamce sigurnost i tajnost tako pohranjenih metoda.

(6) Ukoliko je vjerojatno da ¢e odredena vrsta obrade, osobito putem novih tehnologija i uzimajuci u
obzir prirodu, opseg, kontekst i svrhe obrade, prouzro€iti visok rizik za prava i slobode pojedinaca,
Voditelj obrade prije obrade provodi procjenu u¢inka predvidenih postupaka obrade za zastitu osobnih
podataka. Jedna procjena moze se odnositi na niz slicnih postupaka obrade koji predstavljaju slicne
visoke rizike.
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(7) Prema potrebi Voditelj obrade od ispitanika ili njihovih predstavnika trazi misljenje o namjeravanoj
obradi, ne dovodeci u pitanje komercijalne ili javne interese ili sigurnost postupka obrade.

(8) Prema potrebi Voditelj obrade provodi preispitivanje kako bi procijenio je li obrada provedena u
skladu s procjenom ucinka na zastitu podataka barem onda kada postoji promjena u razini rizika koji
predstavljaju postupci obrade.

(9) Voditelj obrade ima pravo zatraziti nadzor nad radnjama na podacima i nadzor nad prijenosom
podataka kada smatra da je isto potrebno.

(10) Voditelj obrade duzan je provjeravati kako se prikupljaju i ¢uvaju privole te ima li potrebe za
promjenama izjava o privatnosti (sadrzi pravnu osnovu za prikupljanje, period ¢uvanja i pravo na
prigovor nadleznom tijelu u sluc¢aju povrede prava).

XI. Evidencije obrade podataka
Clanak 19.

(1) Drustvo vodi evidenciju aktivnosti obrade za obradu kojih je odgovorno, za osobne podatke koji se
stalno obraduju odnosno za one podatke ¢ija obrada nije povremena.

(2) Evidencija iz stavka 1. ovog ¢lanka sadrzava najmanje sljedece informacije:

* naziv i sjediste i kontaktne podatke Voditelja obrade te ime i prezime i kontaktne podatke
Sluzbenika za zastitu podataka,
svrhu obrade,
opis kategorija ispitanika i kategorija osobnih podataka.,
kategorije primatelja kojima su osobni podaci otkriveni ili ¢e im biti otkriveni, ukljudujuéi
primatelje u tre¢im zemljama ili medunarodne organizacije,

e eventualne prijenose osobnih podataka u trecu zemlju ili medunarodnu organizaciju,
uklju¢ujuéi identificiranje te tre¢e zemlje ili medunarodne organizacije te, u sluéaju
prijenosa iz ¢lanka 49. stavka 1. drugog podstavka Uredbe, dokumentaciju o odgovarajué¢im
zastitnim mjerama,
ukoliko je to moguce, predvidene rokove za brisanje razli¢itih kategorija podataka,
ukoliko je to moguce, opéi opis tehnickih i organizacijskih sigurnosnih mjera iz ¢lanka 32.
stavka 1.Uredbe,

(3) Evidencije iz prethodnog stavka moraju biti u pisanom obliku, uklju¢ujué¢i elektronicki oblik.
Voditelj obrade, na zahtjev daje nadzornom tijelu uvid u evidencije.

XII. Videonadzor
Clanak 20.

(1) Drustvo koristi video nadzor isklju¢ivo u svrhu osiguranja zastite i sigurnosti osoba i imovine i osoba
kako bi se smanjila izlozenost riziku od razbojstva, provala, nasilja, krada, uniStenje imovine i sli¢nih
dogadaja na radu ili u vezi s radom. Snimke video nadzora ne smiju se koristiti suprotno svrsi utvrdenoj
ovim ¢lankom Pravilnika.

(2) Sustavom videonadzora obuhvacen je kolni i pjeSacki ulaz u dvorisni prostor Drustva radi evidencije
osoba koje ulaze u poslovni prostor Drustva, te ostale povrSine dvorisnog prostora Drustva kao i
unutrasnjost kotlovskog postrojenja, sve sukladno odredbama Pravilnika o koriStenju sustava
videonadzora Drustva.
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(3) Videonadzor je nuzan radi postizanja ranije navedene svrhe uovom ¢&lanku. Na ulazu u snimani
prostor postavljena je oznaka da je prostor pod video nadzorom.

(4) Prethodno navedena oznaka uz sliku sadrzi i tekst kojim se ispitanicima pruZaju sljedeée informacije:

e da je prostor pod videonadzorom,
e podatke o Voditelju obrade,
e podatke za kontakt putem kojih ispitanik moZze ostvariti svoja prava.

(4) Voditelj obrade osobnih podataka prikupljenih videonadzorom je Drustvo. Pravo pristupa osobnim
podacima pohranjenim putem videonadzora ima samo ovlastena osoba Voditelja obrade osobnih
podataka. Snimke pohranjene putem sustava video nadzora zastiene su od moguénosti pregleda od
strane neovlastenih osoba. Snimke dobivene putem sustava videonadzora nalaze se na zasebnom
racunalu Drustva i neovlastene osobe nemaju pristup videozapisima (zastita posebnom lozinkom za
prijavu, prostorija pod kljuc¢em).

(5) Voditelj obrade osobnih podataka uspostavio je sustav evidencije koja sadrzi podatke o svakom
pristupu snimkama videonadzora. Evidencija sadrzava naznaku mjesta i datuma kada je izvrSen pristup
snimkama videonadzora, naznaku pravnog interesa te ime i prezime osobe koja je izvrSila pristup
snimkama videonadzora.

(6) Video snimka koja sadrzava osobne podatke prikupljene putem video nadzora ¢uva se na vrijeme od
60 dana, te se nakon toga brise.

(7) Drustvo ima privole svojih zaposlenika za provodenje video nadzora nad dvori$nim prostorom
Drustva te prostorom unutar kotlovskog postrojenja, a sve u svrhu zastite osoba i imovine Drustva, a

g

(GDPR EU 2016/679), Zakonu o provedbi Opée uredbe o zastiti osobnih podataka (Narodne novine br.
42/18) i odredbama ovoga Pravilnika.

XIII. Zavrsne odredbe
Clanak 21.

Ovaj Pravilnik stupa na snagu i primjenjuje se s danom donosenja.

KLASA: 011-01/23-2
UR.BROIJ: 2196-101-46-01/23-2
Vinkovei, 16. ozujka 2023. godine

Direktor:

Pravilnik o prikupljanju, obradi i zastiti osobnih podataka objavljen je na oglasnoj plo¢i Drudtva 16. ozujka 2023.
godine.
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